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* * * First Change * * * *

8.15.2.1
Service API invocation request with authentication information
The information flow service API invocation request with authentication information from the API invoker to the AEF is service API specific and the complete detail of the service API invocation request is out of scope of the present document. Table 8.15.2.1-1 describes only the CAPIF related information elements which are included in the service API invocation request.

Table 8.15.2.1-1: Service API invocation request with authentication information
	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker

	Authentication information
	M (see NOTE)
	The authentication information obtained before initiating the service API invocation request

	Service API identification 
	M
	The identification information of the service API for which invocation is requested. The service API identification is part of the specific service API invocation request.

	NOTE:
The specific aspect of this information element is in the scope of SA3. 


Editor's note:
Reference to the appropriate SA3 specification is needed.

* * * Next Change * * * *

8.16.2.1
Service API invocation request
The information flow service API invocation request from the API invoker to the AEF is service API specific and the complete detail of the service API invocation request is out of scope of the present document. Table 8.16.2.1-1 describes only the CAPIF related information elements which are included in the service API invocation request.

Table 8.16.2.1-1: Service API invocation request

	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker

	Authorization information
	O (see NOTE)
	The authorization information obtained before initiating the service API invocation request

	Service API identification 
	M
	The identification information of the service API for which invocation is requested. The service API identification is part of the specific service API invocation request.

	NOTE:
The inclusion of this information element depends on the chosen solution for authorization. 


* * * Next Change * * * *

8.17.2.1
Service API invocation request

The information flow service API invocation request from the API invoker to the AEF is service API specific and the complete detail of the service API invocation request is out of scope of the present document. Table 8.17.2.1-1 describes only the CAPIF related information elements which are included in the service API invocation request.

Table 8.17.2.1-1: Service API invocation request

	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker

	Authorization information
	O (see NOTE)
	The authorization information obtained before initiating the service API invocation request

	Service API identification 
	M
	The identification information of the service API for which invocation is requested. The service API identification is part of the specific service API invocation request.

	NOTE:
The inclusion of this information element depends on the chosen solution for authorization. 


* * * Next Change * * * *

8.23.2.1
Revoke API invoker authorization request

Table 8.23.2.1-1 describes the information flow revoke API invoker authorization request from the API exposing function to the CAPIF core function or from the CAPIF core function to the API exposing function.
Table 8.23.2.1-1: Revoke API invoker authorization request

	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker

	Service API identification 
	M
	The identification information of the service API for which the authorization is revoked.

	Cause
	M
	The cause for revoking the API invoker authorization


* * * Next Change * * * *

8.23.2.3
Revoke API invoker authorization notify
Table 8.23.2.3-1 describes the information flow revoke API invoker authorization notify from the CAPIF core function to the API invoker.
Table 8.23.2.3-1: Revoke API invoker authorization notify
	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker whose authorizatio has been revoked

	Service API identification 
	M
	The identification information of the service API for which the authorization is revoked.

	Cause
	M
	The cause for revoking the API invoker authorization


* * * Next Change * * * *

Annex E (normative):
Configuration data for CAPIF
The configuration data is stored in the CAPIF core function and provided by the CAPIF administrator. 

The configuration data for CAPIF is specified in table E-1. 

Table E-1: Configuration data for CAPIF
	Reference
	Parameter description

	Subclause 4.2.2
	List of published service API discovery restrictions

	
	> Service API identification 

	
	> API invoker identity information

	Subclause 4.7.2
	List of service API log storage durations

	
	> Service API identification 

	
	> Service API log storage duration (in hours) (see NOTE)

	Subclause 4.7.4
	List of API invoker interactions log storage durations

	
	> Service API identification 

	
	API invoker interactions log storage duration (in hours) (see NOTE)

	Subclause 4.10
	List of access control policy per API invoker

	
	> Volume limit on service API invocations (total number of invocations allowed)

	
	> Time limit on service API invocations (The time range of the day during which the service API invocations are allowed)

	
	> Rate limit on service API invocations (allowed service API invocations per second) 

	
	> Service API identification 

	
	> API invoker identity information

	NOTE:
If no value is set for the duration, the duration is assumed to be unlimited.


* * * End Change * * * *

